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All documents that provide information on transitions of ~ OJEREA]Q] RThof tst AHE AIst= BE BA: o] B
D e LA Aty docments 101 BAISE SIS0l ol IAF MLA 7191 Q171 <l
ollowed by ccreditation y o _ _ _

AUrS. MSHAE 77| THOIEF 01=7]3)0] E2Eor 8 o
signatories and accredited Conformity Assessment Bodies <= A EE 7171308t Q1571h0] ‘v*rl_ SOk ,_a SIL=RT
(CABs), with the scope as detailed in this document. Al7F & ZIOICh O] BAl= IAF 71=RI¥S)7E A&sh &det
This document is developed by an appointed Task O] |AF PR 7 A& QREA] gt QFARSl wat Hesty
Force of the IAF Techmcal‘ Committee and 'm Th 0] BA= AHHOLHWAAES HOs TE AR MLA
accordance with IAF PR 7 Requirements for Producing ol Ol OLHFS Ol=o15He] ol Alah
IAF  Mandatory Documents on Transitions. The 71 Qg7 Vg2 Q1SS SIFARZOITE
document is mandatory for all IAF MLA AB signatories
and accredited CABs in the information security
management systems (ISMS) scheme.
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This document provides transition requirements for: 0] BAME T thst At QFANSIE Ao}

Ciy 222
Normative Document:

ISO/IEC 27006-1:2024

ISO/IEC 27006:2015 % 1SO/IEC 27006:2015/Amd 1:2020
[l M= ois H|T : 0] 2A0A] AZEl= ISO/IEC 27006:2015= ISO/IEC 27006:2015 I
== = ISO/IEC 27006:2015/Amd 1:20202 HsISiC},

Note : When referring to ISO/IEC 27006:2015 in this document, it includes ISO/IEC
27006:2015 and ISO/IEC 27006:2015/Amd 1:2020.

Replacing:

(MD ZAIHOIMS]) CHEEM JEH

IS
Current Status (at time of MD publication):
e |2t YA BUZHE 213 (2471E)
Transition Period: 2 Years (24 months) from the last day of the month of publication.

This MD was developed in accordance with the O] MDEAJ= IAF PR 79 QFAFS0] wEl /gy lous
requirements of IAF PR 7 and therefore, per section PR 7 1.2.280] ule} AZojx EASH &gt mapA2 2

1.2.2 of PR 7, this document is not applicable where _
Rl Ao e A OFi
a scheme determines a specific transition process. doks 8% 0] A= HA8HA Bt

2 BEEEELE

The main changes between 1SO/IEC 27006:2015 and  |SO/IEC 27006:2015 THH] ISO/IEC 27006-1:20249] ==

![SO/IEC 27006-1:2024 include but are not limited Q WANEIS r1es maksi, olo] ZHER] Qer)
o N OIAAIRL QTSI A
i) Refinement of the requirements for remote audits. i) HARA QAR ZHd
o =] =
a) New requirements for deploying remote audit in a) 9.1 3300 YAMAL =8 T Al QAR
9.1.3.3. b) 9.4.3.29] HAMAL & HRIQ}t Sutde AL
b) The extent and effectiveness of applying remote Mol HAE AS o)Fs)
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audit shall be indicated in the audit report in
9.4.3.2.

C) Removal of the requirements for obtaining
approval from the AB if the remote auditing
activities represent more than 30% of the
planned on-site audit time.

d) For the client with few or no physical relevant
sites, the audit report (see 9.4.3.2) and
certification document (see 8.2.2) shall state
that the client's activities are conducted
remotely.

ii) Updating the audit time calculation requirement
(see Annex C).

a) Introducing the concept of persons performing
certain identical activities in C.2.1 and
definition of the requirement for how to
determine the initial number of persons in
C.3.4 accordingly.

b) New requirements for audit time for scope
extensions in C.7.

c) Further clarifying the approaches of calculating
audit time of multiple sites in C.6.

iii) Updating Annex D of ISO/IEC 27006:2015 to
align with the information security controls listed
in Annex A of ISO/IEC 27001:2022 and
transferring it as Annex E of [SO/IEC
27006-1:2024. Table D was relabeled as Table
E.

iv) Refinement of the requirements for referencing
other standards in the ISMS certification
documents (see 8.2.3).

v) Removal of the redundancies with [1SO/IEC
17021-1:2015. For example, clauses 5.2, 7.1.3,
9.3.2.2, and 9.4 (ISO/IEC 27006-1:2024) have
been updated.

vi) Deletion of the quantitative requirement for the
work experience and training of ISMS auditors, for
example, 4-year full time practical workplace
experience.

[

3 B

ISO/IEC 27006-1:2024 was published in March 2024.
As per an IAF decision, the dates below are calculated
from 31 March 2024.
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A% Description ST} Date
Qo2 A8
ISO/IEC 27006-1:2024 QUHII} JHA| =H| 2t | Heial aelzHE 9Ilgl 2024.12.31.
AB to be ready to assess to ISO/IEC 27006-1:2024 no 9 months from the end of publication month - 31 December DX
later than 2024.
BE XY EE STHIY IHs I1SO/IEC drehel AR RE] 1291 2025.4.1.
27006-1:202402 23l 12 months from the end of publication month - 31 March HE
AB shall use ISO/IEC 27006-1:2024 for all initial (or an 2025.
extension to existing) accreditation assessments no later
than
QIB7|2 QlgTist g LYW BURHE] 24943 2026.3.31.
AB transition of all CABs completed no later than 24 months from the end of publication month - 31 March DX

2026.
QUSI|2 cas
ISO/IEC 27006-1:2024 Q1% 0| %|%QIF o QI Tgho w2t ZFE oy
44015 MAH= ISO/IEC 27006-1:20242=2 Date to be determined for each CAB based on its
ASH accreditation transition date.
T o
CAB shall use ISO/IEC 27006-1:2024 for all initial and
recertification audits after accreditation for ISO/IEC
27006-1:2024.
BE S3L0|HEO| ISO/IEC 27006-1:2024 AtE | 'Wéid LUAZEE 2470 2026.4.1.
CAB to use ISO/IEC 27006-1:2024 for all clients no later 24 months from end of the publication month - 31 March HEH
than 2026.
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4.1 AB actions

ZoIA|AE OIXOo| |[SO/IEC 27006-1:2024 MEtx|%!

= Y/N
Activity
QIgol2el =X Y

AB's Arrangements

I:||Il_

Notes

- X|CHSH 2|, 2O ol OISt W, A MTS Word » JUxEF J|Estn &
Hi

Plan and prepare to be ready to assess to the new version at the earliest opportunity and
at latest according to set due date.

- /R BTe| BMFEARES Ot
Identify the changes between new and old version.

- e el FEEQI OpAv(ots metet Tt Met WY CHsH AP (=S
A AB0|1 20t oML EHE BF
Ensure timely communication to CABs on required transition arrangements, including any
interim deadlines within the transition period.

- 20| GES Wi QI2I0] YE BiM U Mg TRAA Chl M2
=

Ensure that relevant personnel affected by the changes are competent for the revised
version and transition process.

- QYR EQ%t RXIE Z|ChEH ER| AHlZlstn sl AS HYLICL
ABs are encouraged to plan and commence required actions at the earliest opportunity.

BV Ml HE N
CAB Document Review

ISV JIeZ2M HE | Y
CAB Technical Document

AB7|2e| H =N, HE/OIY A, o] FHE Zaft HE 2H EM I
QIgo|2to| ERSICt 2ok J|EH 2 HEE HE

Is extra time likely to be
needed for the transition?

Review Review of the CAB's Gap Analysis, transition/implementation plan, relevant documentation for
the changes including the necessary evidence of implementation and other relevant information
deemed necessary by the AB.

Hetof| 91 Alzto| Y ASI|AL| HES 2gstr| flet 22 1 B

ZQs? Minimum of 1 assessment day to confirm transition of the CAB.

QIB7IEt FAKRA0|A S Y
JlE HWOHAEYO k=
2zl

Technical Assessment at CAB
Head Office (on-site or remote)

Fo[o| B0 J|l2EM HES ZuZ, ASIAe| B7EE HPAIIDt oY
2 ZEY &+ AUCHH, AUBI|2 FAIRAOMS| AFRALIPL QALK Q4=Ct T8
x| Lt ApEL Bopf RS

If AB is able to review required changes and implementation by CAB as a result of the CAB

technical document review, then a CAB head office assessment is not required. /f AB is not
able to, then an office assessment /s required.

QIB7|2 AUslot N
Witness of CAB's audit

QoI met AY Y
AB Transition Decision

ISO/IEC 27006-1:20240]| CieH HAEl 2E O[SHZE Ar0| HES| ZX|Z|UW, H
2do| YBE FR, AFYIA2 AP He 2YS WE & UCh

AB to make the transition decision to ISO/IEC 27006-1:2024, when all identified outstanding
issues have been appropriately addressed and competence has been demonstrated.
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4.2 CAB actions QUS| EX|
2E Y/N Hl1
Activity Notes
AB || =X Y - QYO T @Al w2t He MHE o~ ARF Jl2 I FH[S}
CAB's Arrangements 1, J[3tol mat Al RARNE M & Y= |

Plan and prepare to submit transition arrangements to AB (in accordance with specified AB
transition requirements) and be ready to apply new requirements according to the set due
dates.

- BN 2=

Complete Gap Analysis.

- LCIZ AfdS CiR= T2 A2lof ot

Develop transition plan to address the following:

) A/ BTO| HPARIS Mol MPAROR MAEls HHEQl mEAAL
U/ Y, dA Z2AA, AFEM, HAY 22| % JIE BE 22t
O[piEole| QAASS EBIY 4 Ut
Identify the changes between new and old version. Typical processes considered for
changes can include sales/quoting, auditing process, certification document, competence
management and communication with existing certified clients.

i) 2 2E/D2AIA0| CHSH HAAGS| Fte BAstn HEdES BEFESPI
floi 7=l =X A0 FBALA-H/ZEA, Hdkl= B IT FA).
Analyze impact of changes on relevant activities/processes and identify required actions
to ensure conformance (e.g. management system/documents, and if applicable, IT tools).

- TS MO st S BUERSED, HAAYO| XAHOR ofgel=x|

= —=1—
H=

Oo-

Monitor the evidence of the required changes and verify ongoing implementation of the
changes.

- ARl QS W B QIRI0| JWHEl B U HE DM Cis
2wy mE ooz AME, MATM HEXL ASTHX), AYAEX,
Azl Q20| ZHE £ ACLt 0o Zetx|X|= =Ll
Ensure that relevant personnel affected by the changes are competent for the revised
version and transition process. Personnel may include, but not be limited to, auditor,
reviewers of audit report, certification decision maker, application reviewer, planner.

- QIEVIES WO FXIS ACiSt Wal J|Estn AW A HYCH

CABs are encouraged to plan and commence required actions at the earliest opportunity.

4.3 Other I|ErAFRE

As requirements for audit time determination have |SQ/IEC 27006-19] 2024EToIA AARZE 2E QFANS

changed in the 2024 edition of ISO/IEC 27006-1, it is o] WA= wel, =T} J|1E SeloldlE 7H] AorS
possible that the contract between the CAB and their J5tolor & /\, ol
existing certified clients may need to be revised. 7o e e X
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KAB QI8 HeEAL
5.1 The existing KAB accredited ISMS CABs must officially
submit the following documents to KAB until 30th
September 2025, including the accreditation
transition application, those can prove that the

applicant’s transition activities have been completed:

* ISO/IEC 27006-1:2024 Accreditation Transition
Application Form for ISMS CAB (refer to
KAB-TR-ISMS-F01);

e gap analysis results, including:

— changes in ISO/IEC 27006:2015 compared to
ISO/IEC 27006-1:2024;

— list and content of CAB's system documents that
require changes;

— necessity to update competence of relevant personnel
(including necessary training);

— need to communicate changes with existing certified
organizations;

— necessity to revise related public information and
forms.

e transition plan reflecting the results of the gap
analysis;

e records of the basis for carrying out transition
activities in accordance with the transition plan.

KAB assigns qualified ISMS accreditation assessor(s) and
conducts a 1MD technical review of the submitted
documents to confirm whether the CAB's transition
activities have been successfully completed. The cost of
this technical review will not be charged.

52

If KAB cannot confirm that the CAB's transition
activities have been sufficiently completed through its
technical review, KAB will conduct a transition
assessment at the CAB's office for 1IMD, in which case
the assessment fee will be charged. This transition
assessment can be performed integrated with a regular
surveillance if it is planned before 31st January
2026.

53

If KAB can confirm that the CAB's transition activities
have been completed through the above technical
review or separate transition assessment, KAB issues a
new accreditation certificate of ISMS CB that specifies
ISO/IEC 27006-1:2024.

54

End of document.
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