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All documents that provide information on transitions of
normative documents will be mandatory documents to
be followed by IAF MLA Accreditation Body (AB)
signatories and accredited Conformity Assessment Bodies
(CABs), with the scope as detailed in this document.
This document is developed by an appointed Task
Force of the IAF Technical Committee and in
accordance with |IAF PR 7 Requirements for Producing
IAF Mandatory Documents on Transitions. The
document is mandatory for all IAF MLA AB signatories
and accredited CABs in the information security
management systems (ISMS) scheme.

This document provides transition requirements for:
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ISO/IEC 27006-1:2024

Normative Document:

ISO/IEC 27006:2015 %! ISO/IEC 27006:2015/Amd 1:2020

H|Z : O] EAMof|A ¢gEl= I1SO/IEC 27006:2015= ISO/IEC 27006:2015 %
ISO/IEC 27006:2015/Amd 1:20205 ZEISICL,

Note : When referring to ISO/IEC 27006:2015 in this document, it includes ISO/IEC

Ctg EAE CiMig
Replacing:

27006:2015 and ISO/IEC 27006:2015/Amd 1:2020.

(MD ZAIHOM2]) CHSEM SEN

IS
Current Status (at time of MD publication):

Heb|2h
Transition Period:

W TATRE| 2d (24748)
2 Years (24 months) from the last day of the month of publication.

This MD was developed in accordance with the
requirements of IAF PR 7 and therefore, per section
1.2.2 of PR 7, this document is not applicable where
a scheme determines a specific transition process.
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The main changes between ISO/IEC 27006:2015 and
ISO/IEC 27006-1:2024 include but are not limited
to:
i) Refinement of the requirements for remote audits.
a) New requirements for deploying remote audit in
9.1.3.3.
b) The extent and effectiveness of applying remote

0] MDEAI= IAF PR 79 QFARS0l e} 7fdEQlong,
PR 7 1.2.280] gt AZojx] E&SH Mgt TZMAE 2
Hok= 8% 0] BA= FEYA] Lt

ISO/IEC 27006:2015 THH] ISO/IEC 27006-1:20249] 3
Q HAAGE TRSE E8olL, olo] =sIEA] Pt
i) FAMAL QFAEEO] T
a) 9.1.3.30] FEMAL =& T At QAR
b) 9.4.3.29 YAMAL A& HAY IS AAHELL
Aol WAE Zig oJFs)
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audit shall be indicated in the audit report in c) YALAL Ez0] A% SARAIALS] 30% O]AQ1 AL,
| a4sz zIEe] 201 Wolok Sithe RTANE A
C) Removal of the requirements for obtaining T a)E _

# AQE 227} B7L Q= STjololEQ]
approval from the AB if the remote auditing d) “‘C‘) : 15 AfAE 57 _'_4 t (Bi_x: JoI1EC]
activities represent more than 30% of the 70:]_’—y }EIA}E;J_'_/\‘]Q}(9432 71%]—3(_) QJOL_/\‘]OH(SZZ
planned on-site audit time. D) o8 STOKES gse d4oR sHlEs

d) For the client with few or no physical relevant wAlsloor SH= Ulg
sites, the audit report (see 9.4.3.2) and o = -
IZAAIAZE AR QTIAKSE QE0|E(BAM C &R
certification document (see 8.2.2) shall state i) ASHAAI o= ;—L A . Hj l:(__r: 1 E) D—L);
that the client's activities are conducted a) C.2.10] sUot 58 &= dske Aol tict
remotely. 7iE 9 Jof whet C.3.400 FE Qs 2 vhHof
i) Updating the audit time calculation requirement st QTAKEte] Aol= Al
(see Annex C). _ _ _
HOl By AARZIO TI8E QILAKSE AlA
a) Introducing the concept of persons performing b) C.701 ‘:':] St AARIRT TSt g7 A JE_
certain identical activities in C.2.1 and c) C.60l E= AT AAKIRE AFY FITERO] 7}
definition of the requirement for how to |2skeigery
delermine it nital number of persons I jii) 1SO/IEC 27001:2022 244 A%l PR S o
C.3.4 accordingly. - o1 ) ey o
b) New requirements for audit time for scope RIAZ17] S1sH 1SO/IEC 27006:2015 F4M D HH|0]
extensions in C.7. E 2 §d ESAE ISO/IEC 27006-1:2024 B4
c) Further clarifying the approaches of calculating EZ Ol=. ¥ DE B EE ABY|
audit time of multiple sites in C.6. iv) ISMS Q1= EA0IA] E} BAIZS FEst= Aoj tist Q-

iii) Updating Annex D of ISO/IEC 27006:2015 to = =
S} A R
align with the information security controls listed A HAE.2.3 AR -
in Annex A of ISO/IEC 27001:2022 and V) KAB-R-MSCBY} ZEL:= 27 AL oE =9

transferring it as Annex E of ISO/IEC ISO/IEC 27006-1:2024%] 5.2, 7.1.3,9.3.2.2 2 9.4
57006-1:2024. Table D was relabeled as Table 7} OIHOIE &
: i 121Q] O 3 0 s 5
iv) Refinement of the requirements for referencing vi) ISMS ~lARE 583 B aSEHo] &8 QAR _Xﬂ
other standards in the ISMS certification A©]: 4 |3 SO A AQ0E A RS JRES)

documents (see 8.2.3).

v) Removal of the redundancies with [1SO/IEC
17021-1:2015. For example, clauses 5.2, 7.1.3,
9.3.2.2, and 9.4 (ISO/IEC 27006-1:2024) have
been updated.

vi) Deletion of the quantitative requirement for the
work experience and training of ISMS auditors, for
example, 4-year full time practical workplace
experience.

ISO/IEC 27006-1:2024 was published in March 2024.  ISO/IEC 27006-1:2024= 20243 3¥0] WAHT|RICE [AFQ)

As per an IAF decision, the dates below are calculated g™ wa} ofg] Wrk= 20244 39 312EE AXKECE
from 31 March 2024.
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2|8t Due Date

A pescription IRt Date
Q|2 A8
ISO/IEC 27006-1:2024 QYO JHA| =H| 2tz | Wty UUJZHE 9IHE 2024.12.31.
AB to be ready to assess to ISO/IEC 27006-1:2024 no 9 months from the end of publication month - 31 December DX
later than 2024.
SE A[XQIY £ SielE Hohs 1SO/IEC L UYZREH 120K 2025.4.1.
27006-1:202402 23l 12 months from the end of publication month - 31 March HE
AB shall use ISO/IEC 27006-1:2024 for all initial (or an 2025.
extension to existing) accreditation assessments no later
than
QASo[zt Qlgst 2tg LY TERRH 2401 2026.3.31.
AB transition of all CABs completed no later than 24 months from the end of publication month - 31 March )IoN|

2026.
QIB7|2 caB
ISO/IEC 27006-1:2024 QI’d Ol %|X01F 3 | QI Hgto| wtat AHE oY
FHAIOIS MAL= ISO/IEC 27006-1:202422 Date to be determined for each CAB based on its
ABH accreditation transition date.
T o
CAB shall use ISO/IEC 27006-1:2024 for all initial and
recertification audits after accreditation for ISO/IEC
27006-1:2024.
DE Za0|HE| ISO/IEC 27006-1:2024 AtE | Wad LUAZLE 2404 2026.4.1.
CAB to use ISO/IEC 27006-1:2024 for all clients no later | 24 months from end of the publication month - 31 March BE
than 2026.
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4.1 AB actions

Al

s Y/N H|2
Activity Notes
ool =x| Y - Z|chSt Ea|, SO Ol et W, M MES Wk = AT Vet F
AB's Arrangements H|
Plan and prepare to be ready to assess to the new version at the earliest opportunity and
at latest according to set due date.
- A/ HEQ| BiZALSES miot
Identify the changes between new and old version.
- HEDE Lol QI Or4Ylote Eeh Aot Het WY i A7 [X=StH
A QBTIET GUrASEE By
Ensure timely communication to CABs on required transition arrangements, including any
interim deadlines within the transition period.
- AR WS W Qo] JHNE MM I Me ZEAA0| Cis Mgt
2%
Ensure that relevant personnel affected by the changes are competent for the revised
version and transition process.
- QIED|ES WOt RX|S Al Wa| Mt +uE UG AHICL
ABs are encouraged to plan and commence required actlons at the earliest opportunity.
US| M2 HE N
CAB Document Review
AUBTIE JleEM HE | Y AUBoe| H FA, T2H/Oo|Y A=, o/ ZSHE Zeloh tHY 2 EM Y
CAB Technical Document old7|ato| QST 2tFSH= J|El 2 @E iE
Review Review of the CAB's Gap Analysis, transition/implementation plan, relevant documentation for
the changes including the necessary evidence of implementation and other relevant information
deemed necessary by the AB.
Tetof| 9t AlRMo| Y US|l Hets 2PYst| ot £l 1 Bokd
Ié'_g_é;l-)}? Minimum of 1 assessment day to confirm transition of the CAB.
Is extra time likely to be
needed for the transition?
US| FARL0A Q| HE QFoE0| B0 VIEEM HEQ Zifz, AUBV(Re| 27k|= HAARID Oy
JlEY WHITLI K= | kST | & HEY + ACHH, UBV2 FARA0MQ| MEAHIPL @7E|X| h=Ct. 75
224w} A | X Yroim AEt B 7E)

Technical Assessment at CAB if If AB is able to review required changes and implementation by CAB as a result of the CAB
Head Office (on-site or remote) | applicable | technical document review, then a CAB head office assessment is not required. /f AB is not
able to, then an office assessment /s required.

AB7 |2 UBIYI} N
Witness of CAB's audit
o2 Tt 2 Y ISO/IEC 27006-1:20240| Lol HAE 2= OJSHZ Afeto| HFHS| =X|=|U0, H

AB Transition Decision

2M0| USEl HS OIFI|TS QUMM HHES L2 & UCt

AB to make the transmon decision to ISO/IEC 27006 1:2024, when all identified outstanding
issues have been appropriately addressed and competence has been demonstrated.
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4.2 CAB actions QIS 7|2te] =X|
1 Y/N H|Z
Activity Notes
AS72L| =X Y - QYo QTS AR mEf [E LES ¥ o+ AR 01" Y FH[st
CAB's Arrangements o, Jfstoll et A aARNE HEE 4 U= |

Plan and prepare to submit transition arrangements to AB (in accordance with specified AB
transition requirements) and be ready to apply new requirements according to the set due
dates.

- Y EqeE

Complete Gap Analysis.

- CIZ ARIS CIRs T A2lel oH
Develop transition plan to address the following:

) A/ BTl HAARYS miet HPAAMACR NHElE HHEHQI ZzMAs
QY/BH 2, dA Z2MA, AFEM, HAY 22| 3 7IE AFE 22t
O|HESRIO| OAATS ZE 5 UL
Identify the changes between new and old version. Typical processes considered for
changes can include sales/quoting, auditing process, certification document, competence
management and communication with existing certified clients.

i) 2 EES/D2M|A0 CHSE BHPARYS| JES EAstn HedE RS
Pl == EX|Q AE(0: ZFYAAH/EM, HE ks B2, IT ).
Analyze impact of changes on relevant activities/processes and identify required actions
to ensure conformance (e.g. management system/documents, and if applicable, IT tools).

- Q3 WA Ot 5718 BUIESHD, HHARI0| XIgHo= ojEl=x]
3.

Monitor the evidence of the required changes and verify ongoing implementation of the

changes.

- uiZARO| Qg W B QI9I0] JWHEl i U HE ZaMAo| Chef K
oS HY. 2 QoRE A, HAEDM HEX}, ASZAYAL, UHHEX],
Azl Q20| ZEE £ UOLt 0[0] Iex|X|= =Ll
Ensure that relevant personnel affected by the changes are competent for the revised
version and transition process. Personnel may include, but not be limited to, auditor,
reviewers of audit report, certification decision maker, application reviewer, planner.

- QIBV|Ee Wath ZXIS Aist W2 dlesin A A AR
CABs are encouraged to plan and commence required actions at the earliest opportunity.

4.3 Other 7|EpASE

As requirements for audit time determination have |SO/IEC 27006-19] 2024"3THOIA AN 22X QFARS
E

changed in the 2024 edition of ISO/IEC 27006-1, it is o] WA wel Q=yEh} 1E Zgo|YIE 7R AlorS
possible that the contract between the CAB and their '
existing certified clients may need to be revised.

f

Fdsloior & ke T
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5.1

5.2

53

5.4

KAB QIEZSHHX}

[ -

The existing KAB accredited ISMS CABs must officially
submit the following documents to KAB until 30th
September 2025, including the accreditation
transition application, those can prove that the
applicant’s transition activities have been completed:

e ISO/IEC 27006-1:2024 Accreditation Transition
Application Form for ISMS CAB (refer to
KAB-TR-ISMS-F01);

e gap analysis results, including:

— changes in ISO/IEC 27006:2015 compared to
ISO/IEC 27006-1:2024;

— list and content of CAB’s system documents that
require changes;

— necessity to update competence of relevant personnel
(including necessary training);

— need to communicate changes with existing certified
organizations;

— necessity to revise related public information and
forms.

e transition plan reflecting the results of the gap
analysis;

e records of the basis for carrying out transition
activities in accordance with the transition plan.

KAB assigns qualified ISMS accreditation assessor(s) and
conducts a 1MD technical review of the submitted
documents to confirm whether the CAB's transition
activities have been successfully completed. The cost of
this technical review will not be charged.

If KAB cannot confirm that the CAB's transition
activities have been sufficiently completed through its
technical review, KAB will conduct a transition
assessment at the CAB's office for 1MD, in which case
the assessment fee will be charged. This transition
assessment can be performed integrated with a regular
surveillance if it is planned before 31st January
2026.

If KAB can confirm that the CAB's transition activities
have been completed through the above technical
review or separate transition assessment, KAB issues a
new accreditation certificate of ISMS CB that specifies
ISO/IEC 27006-1:2024.

End of document.
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